Mid-term Exam 1 Solutions

Name:____________________________________KEY____________________________ CM: _____________________

Instructions:
Write all answers on these pages.  
Skim the entire examination before starting, and then budget your time.

Authorized resources:  
[bookmark: OLE_LINK3][bookmark: OLE_LINK4]You may use an 8.5’ x 11’ sheet of paper with notes on both sides. You may NOT borrow another person’s notes. 
You may use a calculator

Unauthorized resources:  You are NOT permitted to use any resources other than those identified above.  In particular, you may NOT use books, electronic files, PDAs, or computers.
Good luck!
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1. [12 points]
a. [4 points] Consider an HTTP client that wants to retrieve a Web document at a given URL. The IP address of the HTTP server is initially unknown. What transport and application-layer protocols besides HTTP are needed in this scenario?

		DNS/UDP
		HTTP/TCP



b. [4 points] Why is it said that FTP sends control information “out-of-band?”

			Two connections – 1 for control, 1 for data



c. [4 points] Name the transport protocol(UDP/TCP) used by each of the following applications:
	Answer: Figure 2.5 in textbook
i.  A “quote a day” mailing - TCP

ii. Streaming multimedia – TCP/UDP

iii. Internet Telephony – Typically UDP

iv. FTP - TCP


2.  [12 points]
The following is a UDP segment (header + data) received at a host. The first two 16-bit values are the source and destination ports, respectively. The next 16-bit value is the length of the segment and the next 16-bit value is the checksum field (highlighted). The 32 bits that follow the checksum are the application data. The 1's complement checksum of the sent packet has been calculated over 16-bit words, producing a 16-bit binary value as shown in the received segment. 

a. [8 points] Using the provided checksum, determine if the UDP segment has been correctly received. Show your work to receive credit. 
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Answer (pg 215 of textbook):
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 Since there are zeros in the result then the packet is corrupted.






b. [4 points] Since many link-layer protocols such as Ethernet provide error checking, why does UDP provide a checksum?

Answer: there is no guarantee that all the links between the source and destination provide error checking; that is, one of the links may use a link-layer protocol that does not provide error checking.

3. [bookmark: OLE_LINK1][bookmark: OLE_LINK2][12 points] A packet of length 1,000 bytes is to be transmitted from host A to host B which are connected by a router R. The link from A to R has transmission rate of 1 Mbps, the distance between the two is 250km and the propagation speed is 2.5 x 108 m/s.   The link from R to B has transmission rate of 2 Mbps, the distance between the two is 100km and the propagation speed is 2.5 x 108 m/s.   How long will it take for the packet to reach host B from A? Assume negligible queuing and nodal processing delay at the router R. Show your work to receive credit. (1 Mbps = 10^6 bits per second). 
Answer:

Key points: (1)  remember to convert between bits and bytes. (2) remember there are two components to delay in this question and that there are two transmission points.

1. 8*10^3 Mb/1 Mbps = 8*10^-3 = 8 ms
2. 250*10^3 m/2.5*10^8 (m/s)= 1*10^-3 = 1 ms
3. 8*10^-3 Mb/2 Mbps = 4*10^-3 = 4 ms
4. 100*10^3 m/2.5*10^8 m/s = 4*10^-4 = 0.4ms
Total = 8 + 1 + 4 + 0.4 = 13.4 ms


4. [14 points] 
The figure below shows a snapshot of a communication that uses TCP’s reliable data transfer and congestion avoidance mechanisms. Each packet sent is of size 100 bytes. Note that TCP uses cumulative acknowledgements as in Go-Back-N and the receiver buffers out-of-order packets as in SR. 
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Answer the following questions.  You don’t have to explain your answers.

a. [2 points] Will packets with sequence numbers 550, 650, and 750 be buffered at the receiver? 

_______X____Yes 

____________No



b. [2 points] As you can see the receiver sends ACKs for the three received packets. In the boxes provided, specify the ACK number for each ACK.

c. [3 points] The current congestion window is 4 MSS (Maximum Segment Size). What will be the size of the congestion window when the timer (for packet with sequence number 450) expires? Recall that in TCP there is only one timer. 


1 mss



d. [3 points] After the timer expires, which if any, packets will be immediately retransmitted?

450



e. [2 points] Assume that the re-transmitted packet with sequence number 450 is correctly received at the receiver and the corresponding ACK is correctly received at the sender, what will be the ACK number for this ACK packet?

850



f. [2 points] What will be the sequence number of the packet sent after the ACK for the packet with sequence number 450 is received at the sender?
[bookmark: _GoBack]850
5. 
[50 points] Vocabulary
You are given 25 terms and 18 definitions.  Some (but not all) of the terms have matching definitions in the list, all of the definitions have matching terms.  You need to match terms with definitions where possible, and then provide definitions for the five remaining terms.

Here are the definitions.  Fill in the number of the matching term.

	23
	a host-local; application-created; OS-controlled interface into which an application process can send and receive messages from another application process

	7
	a mechanism to prevent either side of a connection from overwhelming the other

	11
	a network formed by members of a p2p network used to send query messages

	17
	a protocol in which the TCP connection is initiated by the machine that wants to send the file

	10
	a protocol that defines how multimedia objects can be sent as part of a single SMTP message

	22
	a stage in a TCP connection when the sender’s transmission begins with 1 MSS and then ramps up exponentially until the threshold is crossed.

	112
	a type of network where no resources are reserved for a communication session

	5
	 an application that has distinct components running in separate runtime environments, perhaps on different platforms connected via a network

	4
	 delivering received segments to correct socket

	6
	 distributed database of mapping between host names and IP numbers

	8
	multi-access technique where network bandwidth is divided into frequency bands and an application may occupy the channel for the entire duration of the call.

	25
	 multi-access technique where time is divided into frames of fixed duration and each frame is divided into fixed time slots and one slot in every frame is dedicated to a call for its entire duration.

	14
	 protocol used between mail server and a user agent where the server keeps no state about the user between sessions

	13
	sender allows multiple, “in-flight”, yet-to-be-acknowledged packets

	15
	 the time required to move a bit along a link

	18
	 the time that a packet spends in a buffer waiting to be transmitted

	19
	value passed from receiver to sender for use in flow control
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Here are the terms. You may want to rip off this page to make matching easier.

	1
	AIMD

	2
	Asymmetric Digital Subscriber Line(ADSL)

	3
	congestion control

	4
	de-multiplexing

	5
	distributed application

	6
	Domain Name System (DNS)

	7
	flow control

	8
	Frequency-Division-Multiple Access

	9
	iterated query

	10
	Multipurpose Internet Mail Extensions (MIME)

	11
	overlay network

	12
	packet switching

	13
	pipelining

	14
	Post Office Protocol (POP)

	15
	propagation delay

	16
	pull protocol

	17
	push protocol

	18
	queuing delay

	19
	Receive window

	20
	Resource Management Cells

	21
	service model

	22
	Slow Start

	23
	socket

	24
	stop-and-wait

	25
	Time-Division-Multiple Access
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