Sample use case in requirements vs. design versions:

1.  Requirements version – after input from an expert user:

Background:  SM is a System Management node in a network, which allows regular “users” to do “tasks” like keeping checking or resetting network nodes, verifying quality of service to customers, and provisioning the network with current data like customers’ signing up for new services.  There also are higher level managers doing Administrative functions, including authorizing the other users to do these functions.  Typically, groups of users get authorized to do a set of tasks in the network, as a part of a “task group.”  The use case below allows a Security Administrator to set up a new such group.
In the Main scenario and its Extensions, the ( is in front of actions taken by the system, in response to the Adm. action preceding it.
UC 37. Create new SM user task group

	Use case ID: 37
	Assets Impacted: SM


	Primary Actor: Service Administrator

	Index: SM-Operations-13
	Customer: 
	Scope: SM system; Owner: Network provider




Description:

Create new SM user task group (tasks for a group of users).

Frequency:

As needed, or once.

Precondition(s):

SM application needs to be available, up and running.

Postcondition(s):

A new task group exists on the SM.

Main scenario:

1. Admin. logs in to SM GUI directly, or logs in remotely.

( 2. SM presents Admin options.

3. Admin. elects to do Security Administration functions.

( 4. SM shows task group maintenance among options.

5. Admin. picks "Create Task Group" option with new task group name. 

( 6. SM presents a list of allowed tasks.

7. Adm. selects the tasks allowed for this task group.

( 8. SM creates the new group identity and asks for users.

9. Adm. Enters each user in the group.
( 10. SM verifies that each user has privileges required for task group.
11. Adm. says they are done.

( 12. SM displays a success message.
Extensions:

( 2a. Security Admin function not available

2a1. The security Admin icon is not presented, indicating that the user does not the proper permissions.

2a2. Scenario ends.

( 10a. SM says this user is not qualified for the group.

10a1. Adm. changes user profile to qualify them (See UC 29).

( 10b. SM says this user doesn’t exist.

10b1. Adm. creates user and builds profile (See UC 27).

---------------------------------------------------

2.  Design version – after being extended by the designers, now ready for development.  Aside from use case headings, the bold words and phrases are new or changed from the requirements version of this use case:

Background:  SM is a system node in a network, which needs to be managed by one or more regular “users” doing “tasks” like keeping it provisioned with current data, and  with higher level management by the Service Administrator.

UC 37 - Design. Create new SM user task group

	Use case ID: 37
	Assets Impacted: SM


	Primary Actor: Service Administrator

	Index: SM-Operations-13
	Customer: 
	Scope: SM system; Owner: Network provider




Description:

Create new SM user task group (tasks for a group of users).

Frequency:

As needed, or once.

Precondition(s):

SM application needs to be available, up and running.

Postcondition(s):

A new task group exists on the SM.

Main scenario:

1. Admin. logs in to SM remotely or on console, by going to log-in screen for this SM.
( 2. SM verifies Admin. status and presents Admin options via menu, including Security Administration as button on top menu bar.
3. Admin. selects the Security Administration option from these by clicking on the Security Administration button.
( 4. SM presents Security Admin choices to Adm. as a drop-down list, which include "Create Task Group" choice.

5. Admin. selects "Create Task Group" option from drop-down list and specifies the new task group name. 

( 6. SM presents a list of allowed tasks as a multi-select menu list.

7. Adm. enters a task group name, then selects the tasks allowed for this task group by clicking on all that apply, then pressing “Done.”
( 8. SM does the following:
8.1. verifies combination of tasks selected is valid from Business Rules Task List Profile, 

8.2. creates the new group identity with verified task list, and 
8.3 pops-up new window asking for users from drop-down menu.

9. Adm. Enters each user in the group by selecting from drop-down menu.

( 10. SM verifies that each user has privileges required for task group.

11. Adm. clicks on “Done” button on pop-up menu.

( 12. SM displays a success message in Create Task Group Window, leaves window up until Adm. closes.
Extensions:

1a. From remote location, Adm. must select this SM from master drop-down list.
( 1a1. SM responds with log-in screen via network connection.

( 2a. Security Admin functions denied or not available
2a1. The security Admin icon is not presented, indicating that the user does not the proper permissions.

2a2. Scenario ends.

( 4a. SM list of Admin. Options does not include “Create Task Group” because this admin is not allowed to do that.

4a1. Admin presses “Cancel” to abort this attempted activity.

4a2. Scenario ends.

7a. Adm. does not know which tasks to select, presses “Help” button at top of menu.

7a1. System displays scrollable Help menu for Create Task Group as a guide, visible while Adm. is making selections.

( 10a. SM says this user is not qualified for the group.

10a1. Adm. changes user profile to qualify them (See UC 29).

( 10b. SM says this user doesn’t exist.

10b1. Adm. creates user and builds profile (See UC 27).

